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Safety Precautions

The following precautions are to keep users safe and prevent any damage.
Please read carefully before installation.

Do not install the device in a place subject to direct sunlight,
humidity, dust or soot.

7] Do not place a magnet near the product. Magnetic objects
5] such as magnets, CRTs, TVs, monitors or speakers may dam-
age the device.

z Do not place the device next to heating equipment.

/] Be careful not to let liquid like water, drinks or chemicals
leak inside the device.

Do not let children touch the device without supervision.

Do not drop or damage the device.

Do not disassemble, repair or alter the device.

Do not use the device for any other purpose than specified.

Clean the device often to remove dust on it. In cleaning, do
not splash water on the device but clean it with a smooth
cloth or towel.

Contact your supplier in case of a problem.

inPulse & inPulse+ and ZKBioSecurity 3.0 Quick Start Guide



Device Overview

% Not all products have fingerprint and finger vein functions.

inPulse+

FrontView Left Side View

InPulse+

Y R Touch Screen

R Door Bell

Card Reader Area

N R Fingerprint Reader
e FingerVein Reader
R U0 RETEEREPEE Finger Vein Sensor
];L;: . . .

During registration, after
finger touches the sensor,

device begins collecting and
verifying fingerprint and

finger vein.
inPulse
FrontView Left Side View
i R Touch Screen

Door Bell

Card Reader Area

A Finger Vein Reader

............ Finger Vein Sensor

During registration, after
finger touches the sensor,
device begins collecting and
verifying finger vein.
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Device Overview

12 Pin Cable Connector Auxiliary In
Bell
Sensor
Button
Lock
Alarm

7 Pin Cable Connector Power Out
Wiegand In
LED, Beep

8 Pin Cable Connector Wiegand Out
RS232

Tamper Alarm Button Rs485
2 Pin Cable Connector o PowerIn

4 Pin Cable Connector Ethernet(TCP/IP)

Puodayf | AOX Power (| 12V |1 [ WDO
nlaND out L[ GND regand] |y
B||{ BELL- Wiegand[ IWDO GND
e
BELL+ In IWD1 RXD
59,,50,{ SEN Red LED | RLED R5232[ ™D
{ GND Green LED | GLED GND
Button
BUT Beep | BEEP RS485{ 485A
NO1 4858
Lock{ COM1 RJ45-1
NC1 Etheret { | R4572
erne!
{ AL RJ45-3 { 12V
Alarm Power In
AL+ RJ45-6 GND
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Product Dimensions & Installation

Product Dimensions

,,,,,,,,,
0TI 5.08in

Q (129mm)

| : © ©
e o i . 3 | 24in T
| 3.35in | ‘ 4.04in ; GImmj
L @5mm) | ! (102.7mm) 3
Mounting the Device on the Wall
N—
@ @ o Fix the back plate onto the wall using wall

plate screws into solid wood (i.e. stud/beam).
If a stud/beam cannot be found, use supplied
@ e} drywall plastic anchors.

% % mounting screws.
Note: We recommend drilling the mounting

[)

"// Use security screws to fasten
@ Insert the device to back plate. the device to back plate.

inPulse & inPulse+ and ZKBioSecurity 3.0 Quick Start Guide



Power Connection

Without UPS
L
|
: +12V
- |
GND
= 12V DC Adaptor
=]
H
Fe] +12V
L] GND
B

Recommended Power Supply

o 12V£10%, at least 500mA

« To share the power with other devices, use a power supply with higher current
ratings.
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Ethernet Connection

LAN Connection

=7

N

Network Cable Apator

Ethernet cable

DESCRIPTION| WIRE
RJ45-1 Yellow
RJ45-2 Green
RJ45-3 Red
RJ45-6 Black

Note: The device can be connected to PC directly by Ethernet cable.
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Lock Relay Connection

Device Not Sharing Power with the Lock

Notes:

|
SOML_/ N\ v DC
g EE
B o
GND
5 5 12V DC Adaptor
M NC1
Sensor
= >
DESCRIPTION| WIRE
AUX X | Brown
GND X | Purple
BELL- X | Green
BELL+ ¥ | Orange
SEN Yellow
GND Red
BUT X | Blue
NO1 X | White
COM1 Black Kﬂ)ﬁ:—%@'
NC1 Gray FDF‘EgZ
Al- % | Black
AL+ % | Red
% Do not use

1.The system supports NO LOCK and NC LOCK. For example the NO LOCK (normally opened
at power on) is connected with ‘'NO1"and ‘COM1’ terminals, and the NC LOCK (normally
closed at power on) is connected with‘NC1'and ‘COM1’terminals.

2.When electrical lock is connected to the Access Control System, you must parallel one
FR107 diode (equipped in the package) to prevent the self-inductance EMF from affecting

the system.

A Do not reverse the polarities.
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Lock Relay Connection

Device Sharing Power with the Lock

)

T

e
[]

H :
DESCRIPTION| WIRE

AUX X | Brown

GND Purple

BELL- X | Green

BELL+ X | Orange

SEN Yellow

GND Red

BUT X | Blue

NO1 X | White

COM1 Black

NCI Gray

AL- X | Black

AL+ X | Red

% Do not use

GND ==

= COM |

L

Sensor
—
N
- -
GND|| GND NL
M
= -
O

(@]

Normally Closed Lock

QVDCJ

— ¢

Ll

@-------ﬁ
XX XX

|— 3

|—— 3

FR107
Diode
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Wiegand Output Connection

[ | [e— ¢
L] | 3¢
b — | X
DESCRIPTION| WIRE
WDO Green - -
WD1 White
GND Black
RXD X Gray
XD X Purple
GND X Black WDl  WDO  GND
485A X Blue
485B b Yellow
% Do not use
fi BEEP 'Jl\
'8 GLED| O 1
wD1 |1
wpo |1 7
: GND |21
+12v | O 1

10410 55332 paduBAPY
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¢
EXIT
o)
Exit Button
Doorbell

InPulse+
.
ZKTzco

Ethernet

[

Standalone Installation
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Third Party Controller

Wiegand Output Connection

Ethernet

)
Wiegand Wiegand

H ! Wiegand Wiegand
Output Output : ! Output Output
| ] : : ] ]
! L . ! :
] ]
1 1
I I D D
] ]
| ]
| |
) 1)
1 1 ﬁﬂ
T T L N —
Outside  Inside Lock Lock Inside  Outside
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How does inPulse/inPulse+ works

W & WY &

[

Fingerprint/finger vein Database

¢80 R

A =) = 2=\
Fingerprint/Finger vein I,l( 1 J (_’- & S

Registration ‘A
i
'
'
i
, @ [f]-—mme \ s
' = \ !
] \ '
! “\ '
: “\ i
[) \ ]
H \ \AJ
i
;
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Note: During finger vein registration process, fingerprint of the selected finger is also
registered

Select a finger to enroll TN
@ |tisrecommended to use an index o . , ;
finger or a middle finger. \\\ / J/

)

@ Thumb, ring or little finger are relatively
difficult to place in the correct position.

Fingerprint Placement Position

@ Inorder to read your fingerprint and o
. . A
finger vein data touch the front side ( ‘ » Fingerprint Reader
of finger vein reader with fingertip. ] » Fingervein Reader
[ » Fingerguide
@ The device starts collecting data once | o e

the finger root touches the finger vein reader | » Touch Sensor

Verification Steps

0%& T

Touch the front side of finger vein Finger—tip must touch the front
of finger vein reader in order to

rzader with ﬁ:r?e%t\p, then. pressdyour Place ttflj](—:éf%rr\]geerrac&(éredlng to properly collect fingerprint and
nger upon the finger vein reader. ger guide. finger vein images

Improper positioning of finger
will affect the proper collection of
root. . . N .

fingerprint and finger vein images.

The device starts collecting data

once the finger root touches the

finger vein reader. Remove finger
after "beep” sound.

Note: Maintain the natural hand gesture.
Do not bend your fingers.
Do not exert finger to press the reader
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Device Operation

UserID

Press Bl icon to enter the Main Menu > User Mgt. > New User to enter the New User adding interface.
Settings include entering user ID, user role, choosing user role (Super Admin / Normal User), registering
fingerprint & Fingerveinve / badge number#r / password, and setting access control role.

Ethemet

Press El icon to enter the Main Menu > Comm. > Ethernet.
The parameters below are the system default values. Please adjust them according to the actual network.
:192.168.1.201
255.255.255.0
:0.0.0.0
:0.0.0.0
14370

Dynamic Host Configuration Protocol, which dynamically allocate IP addresses for clients via

server. If DHCP is enabled, IP cannot be set manually.
=1

To set whether to display the network icon on the status bar.
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Device Operation

Press HH icon to enter the Main Menu > Comm. > ADMS, to set the parameters which are used for connecting
with the ADMS server.

When the Webserver is connected successfully, the initial interface will display the 2] logo.
When this function is turned on, the domain name mode “http://..." will be used,
such as http://www.XYZ.com. XYZ denotes the domain name when this mode is

on; when this mode is off, enter the IP address format in XYZ.
Enter IP address of the ADMS server.

Enter the port number used by the ADMS server.
Method of enabling proxy. To enable proxy, please set the IP address and port

number of the proxy server. Entering proxy IP and server address will be the same.
Note: To connect the device to ZKBioSecurity software, Ethernet and ADMS options must be set correctly.

Combined v

Anti-pa

Press Bl icon to enter the Main Menu, press > and V to select Access Control.

To gain access, the registered user must meet the following conditions:

User's access time must fall within either user’s personal time zone or group time zone.
User’s group must be in the access combo (when there are other groups in the same access combo,
verification of members of those groups are also required to unlock the door).

To set parameters of the lock and other related devices.

To set a maximum of 50 time rules. Each time rule consists of 10 spaces (7 spaces for
one week and 3 holiday spaces), each space consists of 3 time periods.
To set dates of holiday and the access control time zone for that holiday.

To set access control combinations. A combination consists of a maximum of 5
access control groups.
To prevent passing back which causes risks to security. Once this function is en-
abled, entry and exit records must be matched in order to open door. In Anti-
Passback, Out Anti-Passback and In/Out Anti-Passback functions are available.
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Device Opreation

E.g. : Add an access control combination which requires 2 person's verification from both Access Control
Group 1 (set in User Management) and Access Control Group 2.

In “Combined Verification” List, click the desired
combination to modify, and enter the interface (as
shown in figure 1).

Click"+ /-"to change the number, and click “Con-
firm” to save and back to “Combined Verification”
(as shown in figure 2).

Note:
A single access control combination can consist of a maximum of 5 user groups (in order to open
door, verification of all 5 users is required).
If the combination is set as shown in figure 3, a user from access control group 2 must obtain veri-
fication of 2 users from access control group 1 in order to open door.
Set all group number to zero to reset access control combination.

“Invalid time zone" is displayed after verification?
= Contact Administrator to check if the user has the privilege to gain access within that time zone.

Verification succeeds but the user cannot gain access?
= Check whether the user privilege is set correctly.
= Check whether the lock wiring is correct.

The Tamper Alarm rings?
= To cancel the triggered alarm mode, carefully check whether the device and back plate are se-
curely connected to each other, and reinstall the device properly if necessary.
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/KBioSecurity 3.0

It is recommmended to install software version 3.0.3.0 or above

Installation & Setup

DOWNIOAAING

Installation 21
Adding Device 23
Creating a Time Zone 25
Creating an Access Level ... 26
Enrolling Personnel..........esse 27
Wiegand FOrMat....... e 29
Add & Delete Personnel to Access Level ............. 30
Real -Time Monitoring 31
Exporting Reports 32
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Downloading

1. Go to http://www.zkteco.com/product/ZKBioSecurity3.0_421.html
2. Download the latest software and related files as required.

Time Attendance

Aocess Contol

+ Sondolone Devios
+ Control Pans

+ Reader

+ AKESSRY

- Gaftware B AP

Entrance Control

Graan Label

Surveillarnce

Cworvicw

Furcmon S

KB Securinyd 0

3. Once downloaded, extract the .rar file to a new folder.

4. Click on setup to
begin installstion.

. MainResource
. Pubs
.. UpdatePack

B setup

L5IMB  Dels Sheet AP0
s BTl
Overseas Z¥BioSecurity3.0.2.0_R Inswllation Fia
g ) Salvwan: 20370310
ES PHBinSecuwityd.0.1.1 R instalation file
ﬁ HEONE  STteNE WECF0
| 3B Erteaction peth and options |
Gereral  Adusnced
Destraton roth (ol be ooeted f doesmatexat) | CEpiay
HiAERS ety 3.0 - Maw folder
Upoate made B cestoop
@ Exbach and replace flee S b=
£ Evwactand wdate fes i i Achal sbhshel
Frash mustog fes oy =M Corputer
=@l Lo Didkdc)
Cluerante mods - = Werkmeer (0]
@ Aak before cwenvre =i Eii'*‘mmrmm
. ) i1 4 Program Fies
£ Oversmte without prompt 3_. Weekly Reposts
SHo existing fies o ) workspae
= Aerame sutomstealy i) g Peersonal (=)
=l DVDRAW Drive {Fs)
Mezlanzous W etk
Exat ardnives o subfoldos e L M foicer
7 Heep broken Aes ) HR
7 Disslmy fies i1 Exolarer
Fr o |
ox | cmcl [ bep
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Installation

1. System will check the requirements to install the software. Click Continue if all
tests are passed, else check the issues and re-test.

* Erraronmery

An admin uger? Passed
Envirenmant variables test Passad
Software conficts test W Passed
Servics port tast v Fassed
Antivirug software teat W Pasaed
Compatibility test Pagsed
Exit Continus !

F

anel

Plaase gee g vakd ot fham 1065538 fevcent 21.90,6390 and 5933

St 0B ntpsrwt (348 S Cancel bt >
S eogition 1o the dreval

2. Add an open port (Default 8088) or ask a network administrator for an open port.
Note: Stanalone device doesn't support https.

3. Click the check box to add firewall exception for this port.
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Installation

4. Select the mode of database. The default will be PostgreSQL, if you want to
select any other database, then select Alternative database.

80 Dt Cortease _ armrae dessacs | e A Sr— fexi |

5. Click Browse and choose or create a folder to store your backup files.
6. Select/Create the required folder.
7. Click OK.

Video Integration

Saaer badLp pIr

v] L EN ZREicSecuriy30L 0 R AIBEN B =
0y EM_DEreSecurey2 L b R 20060000 136 |
fant (@

0 P 12
[; GFE WinT .2 10 fd 15 30 224500
1 Graphies
GIME Serezrzet
I v e

B Rirtmbrni - §Somil i
n

k0 Mo Falir. | |
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Adding Device

1. Click on Accessto get below interface of Access Module of the software.

P Afdreas

Serdal Number

Device Name

The current query conditons: MNone
[T+ Rewesh j‘mew ﬁ Delete ‘:Exunn Q) Search Davics g 3 Lni;sms

Device Name SenalNumber  Area Name Commynication Type |P Aseas

Device

‘ﬂl

EI Access

Dizar
Raader
Audliary fnput

Avwoliary Culpul

Everl Type

2. Click on Device.
3. Click on Search Device.

— Zearched devices count 10

| Tolal Frogres+ | | ] | Numbar of davices aooed |

F Addreas. Device Teoe Benal Number
IP Address. MAC Address Subrethask  Gal=aayAdcdsms SenalMumber  Dewre Server Address Operatinns.

Mode!
TH2.188.1.200 ATHIHISE0 WEIBBAT COGT220TOR inPulzs This @it e e hoen 90080
102 156,294 116 DOTTHID WZIEE 24T IVMIEI00024  rEIOFrD PRI 1SR4 W0SA A 35
192,168,244 118 001761 1HZ A4 INOAETN0058 EIOPro 142,066,244 B9 A0 Add Moo Ry
102158204 171 DOITH1 15800c  ISS2552550 RIS S5BI1GIT00002  inPukss + A o ¥y B Addréss

4, Click Search to search all the sandalone devices on the network.
5. From the list, click Add to add the required device.

Devcabaras |03 e A 171 el 6

Mo Sewer Adress’ =[P Addws I0omaln Addmss,

152 108 BV T phee—
ey Srar P! onka ?
Cominuniatan Fazswan T — 8 l

Brag* AraMema

A M L2 ot

Clagr O7ts in e Davcarwhon Adding

i Fom e s e .I ‘\.'.\ -
™ 9]
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Adding Device

6. Enter a unique name.
7. Enter the IP address of current system (PQ).
8. Enter the access point of system.

9. Click on this option, after adding device, the system will clear all data in the
device (except the event logs).

10. Click OK to finish.

The default IP address may conflict with the device IP of other devices. In
order to avoid that problem, modify the IP address as shown below:

v CHek here |

Ol

When the device is not in the same network with server, customers should down-
load the tool and search the device as shown below:

e d6 iR Mg 7 Do

Tatal Progress ||

P Addies: Deavica Type Setlal Mumber
1P Adtruss MAE Addrocs SubnaiMask | Gotoway dddrecs | Sond Mumbar  Dawie
Model
B miater Yettiog FoTVED: = | -
Swsing) Vi) R
MO BAC Porddhems S LY V——

L ESLENIS ML 36Nt
1 OEMI0000M1 IR HD  DNELOTLEL

Click here to search
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Creating aTime Zone

Click Access Control > Time Zones > Add to access the time zone.

Access 4

|El:-: Access Device Time Zone Name
The current query conditions: None

Al Control
ﬂ FRS "+ Refresh [ New i Delete

Time Zone Name 4 Remark

Holidays v [ 24-Hour Accessible 24-Hour Accessible

Access Levels

Set Access By Levels

Set Access By Person

After setting the time zone, click OK to save, and the time zone will appear in the

list.
J_.___:r"' 1. Enter details as required
Time Zans Marma* Business Hours
Remark Sam-Spm 3nift Won-Fri
Time ey | IV
Date | saiTm B _,,..u-lﬂ"'__ 2. Setthestart & Endﬁme_}
L X 08 = o 17 000 o o0 o oo o ;oo o0 . oo
08 o 05 ¢ 0o o0 oo oo oo oo oo o0 oo
gg = o 5 . 0 (U (1] ] (1] o m oo o
08 il 05 il oo o oo o0 . 0o oo oo
ge : 00 05 00 oo oo oo o0 oo oo oo
0 m gog o oo ] oo oo a0 g M on on
00 : od 0d 0a o0 oo oo o0 :o0d o0 oo
v Trpe | W o oo 03 oo oo o oo a - o oo o
¥ 2 0g - 04 0a il m oo oo 0g .. 09 o oo
e o 00 i_____ff_ 3. Tick to copy Mandayserting?fm on
Copy MOAOays SeTing [0 OInes Weekiays v toall ather days

mugtnotbe laiger tian Erd Ume of Monday (rieral 1

Svs and N

Star ime af Wond, Lerval
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Creating an Access Level

1. Click Access 2. Click Access Control 3. Click Access Levels 4. Click New.

Access 4 r

[ Access Device @ Access Levels

ﬂ Access Control 4

The current query conditions: Nc j
Time Zones (v Refresh [ % New |y v

Holidays H

Set Access By Levels

Level Name Time Zone Q ®

Level Name Time Zone Door Count Cperations.

[  Master 24-Hour Accessible 0 Edit Add Door

Set Access By Person

5. Enter the details and click OK. 6. You need to add doors to the access levels.

Lewel ame* Adrrisiame " 5 I

Time Zona® IdHowraccessinle v Immediately add doors to the current Access

sj Control Level?
™ cancer
[ ox | :

7. Select the required door(s).
8. Move the selected door(s).
9. Click OKto finish adding doors.

Aud Doer

Door Karme Serlal Numoer
The cuirant qus ikions: Hone
Allemaive T Saleciadl)

Faor NatE Owned Dance SEN3| NUmDET | DearMame wnes Devce SN 3l HUmDE"

v 192.156.12.161-1 192 16812161 OINTDI00ETOI0EIM =
192,166 12.161-2 192.166.12.161 ANTDI00870308000 8—1
192.160.12.961-3 192.168.12.16 QINTOI0087030800 i
=
:92.153"2?‘!31'-4'_19:1‘55“2.‘!61 DAMTDI008T0308000

192106214 1121 192106214113 563163200002
192.166.12.105-1 19216612103 652012050580

192.1568.12.105-2 192 168.12.105 SES2012050598

1-18 S0cows per page: = Telal o118 recorus 9 l
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Enrolling Personnel

1. Click Personnel 2. Click Person 3. Click Newto add personnel.

Fersonng| ‘n

Dwcartma nt W-ame

The current auery condiionss hore
el = - Remesh | % naw ....- laaruwam

« [ General(T)

Fersonne! [T

1 Fersonne!

B

Diespiaart el
Fersonnel ID First Name

Cuslom Allibules < 77 Marketing DepenmentJ)
] iy "
Pamamalers 10 il
. 4 i Davelepment Dopanmentith L 1o [esl
e e A
[ Finaneial Cepartment (0} i
¢ testily
o i
N
Fersannel ID* 2 - A Lwanmant‘ Markatna Department . B l
First Kame abc LastNamse Xz
Gandr na'e . Passmord =
Social Securlly Number Licerae Plate
Resanalion Cone 123458 MEEiE Priane 7154B79887
FRgETeie =0 i@ 0 Dewniesg New Bnnday plmmnl Sz 120 190
F Captura
¥ -
Firgervein e § O Dovnioad New Care Mumbsr (== D
Aceass Conbol Elavalor Sorirol Wiore Cands Parsonne! Delail
Levels Saltings - Supenssr Ho *
o1 Master E
Devien Cpmaion Roe Cadinary Usar v

Detay Paasane a
Disabled
Getvalid Time I

s J o]

A. Personnel ID: It must be a unique 9 characters length with the valid range
of 1-799999909. It can be configured based on actual conditions. The Person-
nel No. contains only numbers by default but may also include letters after
setting parameters.
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Enrolling Personnel

B. Department: Select from the pull-down menu and click OK If the depart-
ment was not set previously, you can only select the default [Company Name]
department.

C. Password: Set personnel password. It only supports 6-digit passwords. If
password exceeds the specified length, the system will truncate it automati-
cally. It can't be same with duress or other passwords.

D. Card Number: You can add a card number through manual entry or a
card issuer. For issuing through issuer, click on the card icon directly. For issu-
ing card manually, you must enter both the card number and the site code,
then the software converts the numbers to the card number for access con-
trol system verification.

E. Access Control: Here you will get all the access levels created by you and
by default. Tick the required box.

F. Fingerprint/Fingervein: Enroll the Personnel Fingerprint/Fingervein or
Duress Fingerprint. Duress Fingerprint is to trigger the alarm and send the
signal to the system in case of emergency.

Fingepinnt ® Finger Vein

Select the | { b
Finger | Select

the finger

——

-
U) /f,? o\ D
s P | U@ % L
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Wiegand Format

Wiegand Format is the card format that can be identified by Wiegand reader. The
software is embedded with 10 Wiegand formats. You may set the Wiegand card
format as required.

1. Click Personnel 2. Click Card Management 3. Click Wiegand Format.
4. Taking Wiegnad Format34 as an example. Click to edit.

‘ Tm Personnel/a

L} Personnel

Name Mode

. Card Management

Wiegand Format26 Made One
Card [ Wiegand Format26a j Mode One
Wiegand Format34 4 Mode One
e — Wiegand Formata4a Made One
Wiegand Format36 Made One
Wiegand Format37 Wode One
Wiegand Formati7a Mode One
Wianand Farmatan Marda Ana

This software supports two modes for adding Wiegand Format, if mode 1 does
not meet your setting requirement, switch to mode 2.

=4t

Marat Wicgans Pty
Tukf B 3
B G 1
Bufg -
® fpsCne
EratFanty Chesin| 1
EBarand Partty Chathicl 4

L e T T O S . e T Cindst = 1Era G o NemimemnsOronon).
Serge | THRME | g | T'-eh\:gl'!lmm | melrﬁ;iu— = —1rLrg;|;m Bt nirg;:wlmm
i 1" 1 | B ) o ] 2 | To

If required, you can change the mode |

p indicates Parity Position, s indicates Site Code, ¢ indicates Cardholder ID, f in-
dicates Facility Code, m indicates Manufactory Code, e indicates Even Parity, O
indicates Odd Parity, b indicates both odd check and even check, x indicates par-
ity bits no check.
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Add & Delete Personnel to Access Level

1. Click Access 2. Access Control 3. Set Access by Person 4. Click on the required
employee 5. Click Add to Levels.
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6. Select Level(s).

7. Click to move the selected level(s) to the right, and then click OK to complete
adding. The added level(s) will appear in the list on to the right side.

 Addiobevels
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The current query condians: Nors
Alimanve Seleten0)
1 Leval Mame Time Zong 1 Leval Name Time Zorg
1 Masmer 24-Hawr Aereaainle
1 Empk 2a-Hour ALCEEEIE
6
¥ e Check In T
>
j & vister
=
£ tastd aabng ime o
mard Omee Time
= tast-aisior popy-msor =
1-10 SOr0Ws gerpags - IO D7 A0 recnia

inPulse & inPulse+ and ZKBioSecurity 3.0 Quick Start Guide



Real -Time Monitoring

1. Click Access 2. Click Access Device 3. Click Real-Time Monitoring

Real-time monitor the status and real-time events of standalone in the system,
including normal events and abnormal events (including alarm events) device
transactions.

Ml Covweny 2EREc

wernne sunmy (55) (5 (2) @ ¢
iy

sta  — *| Cm e St M

Ay bout A ary Ot B

[ Rervei penarg Benor Ciney G Camstawm (R " L & & = v

i Duass Svntran Evert Deacrpusn SCarttiszie  Faracn s Hurm Adat bate Wy

You can also filter by Area, device name, Serial number to check a specific de-
vice transactions or all at once.

Hover over a door icon to open pop up menu as shown below and click Re-
mote Closing, Remote Opening, or Cancel Alarm and more.

Alarm: Mone

Device; 192.168.1.217
Serial Number; OIN6110016102200203
Number: 1
Door Sensor;  No Door Sensor
Relay: Close

i

mi-:\“é!".'lDtE Opening
Remaote Closing
Cancel Alarm
Remote Normally Open :
Enable Intraday Passage Mode Time Zone

Disable Intraday Passage Mode Time
Zone

Cuery the latest events from the door
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Access Module:

1. Click Access 2. Click Reports 3. Filter the data (time, Personnel ID, Device Name
and more) if required and click on search 4. Click All transactions or as required.
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6. Click OK.

Personnel Module:

1. Click Personnel 2. Click Person 3. Filter the data (Department, Personnel ID, and
more) if required and click on search 4. Click on Export to get the list.
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6 Kingsbridge Road, Suite 8
Fairfield, NJ 07004

T:+1 862 505 2101
sales@zkaccess.com
www.zkaccess.com
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